Saytlar vb- ya gonderilen melumatlari yeterince yaxsi yoxlamayib qebul edende tehlukesizlikde bosluqlar yaranir, netice sayta basqa emrler gonderib melumatlari ele kecirmek mumkun olur, bunada SQL INJECTION deyirler.

Saytlarda Textboxlarda yazi yazanda onu yoxlama olmadan bazaya gondersek, textboxda sql komandasi ile datalari kece bilerler, bunun qarsisinin alinmasi ucun textboxlardan gelen geri donuslere coxlu yoxlamalar vermek ve ya 1ci dersde kecdiyimiz kimi onu ayrica 1 field kimi yazib txtboxdan gelen neticeni ona menimsederek isletmek lazimdir.

Xaker SQL INJECTION olan saytlarda istifadeci parollarini elde ede biler ve ya ondan pis niyyetli istifade edib hamsin sile biler.

Bunun istifadeci terefden qorunmaq yolu odurki eyni parolu her yerde yazmayaq, ona gore ki 1 yerde injection neticesinde alinan melumatlardan diger yerlerdede istifade edile biler.